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Password Policy:

Password Policy is the policy of what a password should be and characterized. It should be safe and secured without it being easy to guess.

* The password must have 10 characters.
* The Password must contain letters A-Z
* The password must contain numbers 0-9
* The password must contain special characters !@#$%

File Access Permission List:

Files can be important and have sensitive information so you want to make sure that any unauthorized access is prohibited.

* Owner has access to read, write, and execute.
* Groups have access to read, and execute.
* Public permissions are denied

Disaster Recovery Plan:

If the server were to crash we would have to get a backup in order to play, We would have a backup server to maintain what was on the original server. So that we can provide maintenance on the server that went down. We would figure out what the problems are then process the threat or information needed.

* Protects server from major service failure
* Minimize risk to server from delays in providing services
* Guarantees reliability of standby systems by testing and stimulation
* Minimize personnel decision-making required during disaster recovery